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Part I: What’s new in this version?

If you have used previous versions of NetSmartz presentations, you will notice several differences. These edits were made to improve the audience’s experience and give you more flexibility as a presenter. Please note the following changes:

- **Unlocked presentations**
  You will be able to add, remove or change the order of the slides if you wish. You will not be able to edit individual slides created by NetSmartz.

- **Shorter presenter’s notes**
  The main points are now outlined in bulleted lists to allow you to personalize the presentation and speak more in your own words.

- **Updated news stories**
  These are now included in separate sections to give you the option of including them or replacing them with local stories.

- **Suggested activities**
  Throughout the presenter’s notes, you will notice sections directing presenters to use group activities to further discussion. These are best used if you are presenting in individual classrooms or small groups.

Part II: Presentation length

If you use the presenter’s notes, the presentation’s time should run as follows. Please make sure to build extra time into your presentation for Q&A.

**Tweens 40 minutes**
Part III: Five things to know before giving a NetSmartz presentation

1. Additional assembly required.
These PowerPoint presentations contain videos with sound and are meant to be projected on a large screen. In preparation for your presentation, make sure that you have:

- LCD projector
- Projection screen
- Speakers

2. Familiarize yourself with the latest technologies and trends.
Explore the latest online applications, gaming systems and cell phones. Consider logging on to popular social media sites and apps to see how they work.

3. Understand the risks.
The following are the four main risks discussed in this presentation:

- Inappropriate Content - Things you may not want children seeing or posting online including pornography, excessive violence and hate speech.
- Online Privacy - The protection of children’s personal information such as passwords and phone numbers.
- Online Sexual Solicitations - Unwanted requests to engage in sexual activities or talk, or any sexual request by an adult. For tweens, we refer to this as “unwanted or inappropriate requests.”
- Cyberbullying - The use of Internet technology or mobile technology, such as cell phones, to bully someone.

4. Localize your presentation.
This presentation uses real-life examples to describe the offline consequences of children’s online actions. In addition to these stories, consider conducting research on local cases with which your audience may be familiar. If you give a presentation in a school, you may want to find out about the state’s laws and/or the school district’s policies towards cell phones, cyberbullying and sexting.

5. Include additional NetSmartz resources if you have extra time.
When presenting to students, consider printing copies of the tween safety tips to hand out. The tips are located at www.NetSmartz.org/Tipsheets.
Part IV:
Glossary of Internet terms

Blog
A Web log, or blog, is an online journal or diary where writers, known as bloggers, may chronicle their daily lives or comment on news and popular culture. Blogs can be set up on social media sites or on separate blogging websites, such as WordPress® and Blogger®.

Chat acronym
An acronym used to communicate, usually through instant and text messaging.
Some acronyms include:
• ASL - Age/sex/location
• BRB - Be right back
• CD9 - Code 9, parents around
• F2T - Free to talk
• IDK - I don’t know
• LGH - Let’s get high
• LMIRL - Let’s meet in real life
• LOL - Laugh out loud
• MorF - Male or female
• POS - Parents over shoulder
• PRON - Porn
• TMI - Too much information

Chat room
An interactive forum where you can talk in real time. The chat room is the place or location online where the chat is taking place. Many chat rooms are established so that people can discuss a common interest like music or movies.

File-sharing program
Any program that allows many different users to share files, such as movie, music, and image files, directly with each other. There may be a risk of illegally downloading materials or downloading a computer virus.

Geolocation services
Users may use these services to share their locations with their friends or with other users. Examples of services that offer location tagging include Facebook® and Foursquare®.

Grooming
This is the process adults use to manipulate minors into sexual relationships or into producing sexual images of themselves. It often includes the giving of compliments or gifts.

Instant messaging
Through instant messaging (IM), users can quickly exchange messages with other online users, simulating a real-time conversation or “chat.” Messages appear almost instantly on the recipient’s monitor, and anyone designated as a “buddy” can participate.

Predatory offender
An individual who uses the Internet to connect with minors in order to develop a sexual relationship. This may mean getting the minor to meet face-to-face and/or convincing the minor to produce or allow sexual images to be taken of him or herself.
Part IV: 
Glossary of Internet terms (cont.)

**Sexting**
The use of cell phones to send sexual messages, pictures and videos.

**Smartphone**
Unlike its more basic counterparts, smartphones have operating systems and allow users to run applications similar to those used on computers. For example, users may be able to view, create and edit documents from a smartphone.

**Social media**
Internet applications that are used to facilitate communication between users. These applications include:

- Blogs and microblogs such as LiveJournal® and Twitter®
- Email programs such as Gmail™, Yahoo!Mail® and Hotmail®
- Picture and video sharing sites such as Flickr®, Instagram® and YouTube®
- Social networking sites such as Facebook® and MeetMe®
- Virtual worlds such as Club Penguin®, Habbo® and Nicktropolis®

**Social networking site**
An online community where people from all over the world may meet and share common interests. These sites allow members to set up a profile, which may include information such as name, location, phone number, age, and gender. Often users will post pictures and videos.

**Webcam**
Webcams, also known as “cams,” are video cameras set up on home computers or laptops that can be accessed online.
How many of you have learned about Internet safety before?

(Pause for audience response.)

Although you may have already heard about some of these things we’ll be discussing, it’s always important to hear them again. Why?
• As you get older, you’ll be facing more and more of these issues.
• The Internet is always changing, so you might need new ways to safer.
• Practice makes perfect!

Today we’ll be talking about:
• How posting something inappropriate online can have serious consequences.
• What kind of personal information is not OK to post and how to protect your privacy.
• What to do if you get unwanted requests from an older teen or adult.
• Why we all need to work together to stop cyberbullying.
What are some of the things you like to do online?

(Pause for audience response. If you need to prompt the audience, use the questions below. Take note of their answers and tailor your presentation to their current interests.)

How many of you like to:
- Text or play games on your cell phone or your parent’s phone?
- Use Google to help with your homework?
- Game online with a computer, PlayStation 4 or Xbox?
- Download music from iTunes?
- Watch videos on YouTube?
- Play in a virtual world like Club Penguin or Minecraft?
- Chat with family and friends on Skype?
- Use a social media site or app like Instagram or Twitter? (Note: Many social media sites require their users to be 13 or above, although children under 13 may have accounts.)

No matter what you like to do online, there’s one rule that applies to any situation: avoid the risks!

Some examples of taking risks are:
- Sending mean messages.
- Posting inappropriate pictures.
- Talking to people you don’t know.
- Visiting adult sites.

All of these are risky because you might get into trouble for doing them or you might be putting yourself in danger. Protect yourself by making responsible choices. This will help you avoid risks.
Seeing things you don’t want to see is one of those risks. You can find tons of things online, but some of those things you aren’t ready to see. These things are considered inappropriate content.

Inappropriate content includes:

- Adult activities.
- Violence.
- Hate speech.
- Risky or illegal things like dangerous stunts or drinking games.

It may seem cool to look up this type of content, but there is a reason it’s not for kids. It could make you feel bad, confused, uncomfortable or even scared so you shouldn’t look at it up or open these kinds of links from friends.

If you do come across inappropriate content online, you can:

- Turn off the screen.
- Use the back button.
- Tell a trusted adult if you feel upset or want to talk about it.
- Report it to the website or app where you found it.
Now that you’re older, you’re not only seeing things online, you’re posting things too. So be sure you aren’t posting anything inappropriate.

Inappropriate information that you shouldn’t share online includes:
- Embarrassing things about you or other people.
- Revealing pictures.
- Pranks.
- Illegal behavior (drugs, alcohol, etc.).
- Hate speech.

Posting these things online means you may:
- Get a bad reputation.
- Be punished at home, at school or even by the law.
- Hurt your chances of getting into college or getting a job in the future.

**Examples from the news**
- Two middle school students in TX posted messages threatening their classmates on Facebook. They received an in-school suspension and were required to do community service. ¹
- A middle school student in PA was charged with serious crimes after he posted a video to YouTube of himself vandalizing the school bathroom.²

In this next video, you’ll see how a football player named Tad worries that the information he’s posted online might hurt his chances of being recruited. While most of the things Tad posts are silly, they aren’t going to give coaches and recruiters the best impression of him. It’s important to remember that what you post online can be seen as a reflection of who you are.

*(Click to show video.)*
Remember to think before you post. Once you post something online, you can’t take it back. One good trick is to ask yourself, “Do I want my parents, grandparents or teachers seeing this?” If not, you shouldn’t post it.

You should also try to protect your privacy online. Avoid posting too much online - that includes information and pictures. Revealing too much about yourself online is risky because:

- It can spread very quickly.
- It can reach people you may not want it to.

In this video, you’ll see how one text message gets out of control and spreads much faster than anyone can keep up with.

(Video plays.)
Did you see how quickly the rumor about Allie’s crush spread around the school? That’s why you want to avoid sharing too much online – because it can spread very fast and quickly get out of control.

You might not mind sharing certain types of information, like your favorite movie, but you definitely don’t want to share personal information.

**Suggested activity**
Have everyone play the telephone game to show how easy it is for things that spread online to become distorted.

Personal information that you shouldn’t share online includes your:
- Passwords
- Home address
- Location
- Home/cell phone number
- Email address

Everything you post online can potentially be seen by a lot of people, so you have to be careful about what you tell and who you tell. Sharing personal information online is a security risk. You could:
- Become the victim of an online scam.
- Or have your computer or online accounts hacked.

Be careful not to share personal information with anyone. You should also be careful not to share your family or friends’ personal information online either. Here are two examples of when you should avoid sharing someone else’s personal information:
- One friend asks you for another’s phone number. Don’t post it online! Call them with the number instead.
- Your friend asks for your email password because she says best friends share everything. Don’t share your password! The only person it’s OK to share your password with is your parent or guardian.
As you saw, Tad decided to clean up his profile when his friend pointed out that some posts made him look immature. How many of you:

- Have a profile on a social media site or app like Facebook, Instagram or Twitter?
- Play in a virtual world like Neopets or Runescape?
- Have a gaming account with Xbox or PlayStation?

(Pause for audience response.)

For all of these online accounts, you want to be sure you’re not sharing too much. Here are some tips to avoid revealing too much online:

- Don’t share personal information - Remember, that includes your address, phone numbers, passwords and schedule.
- Use privacy settings and check them often - That means setting your page to private and limiting who can see your posts and pictures.
- Choose appropriate screennames - You don’t want to give the wrong impression, so pick something that’s not embarrassing or offensive.
- Only accept friends you know in real life - That goes for “friends of friends,” too. If you don’t know them, don’t add them!
- Don’t make jokes that are threats - They can be taken out of context and you can get in serious trouble.
Now let’s move from what you’re doing online to who you’re talking to. It’s important to understand that some people don’t have the best intentions and may ask you to do things you don’t want to do. This is called an inappropriate request.

Here are some examples of inappropriate requests:
- You’re in a video chat with friends and one of them jokingly asks you to pull up your shirt.
- Someone emails you a link to an adult website they want you to see.

No matter who makes the request - an older teen, an adult, a stranger or a friend - you don’t have to do it. Some kids are bothered by these requests, others aren’t. But you all have the right to say “no.”

If anyone is sending you unwanted requests, you should:
- Block or unfriend them.
- Report any inappropriate behavior to the website or app you’re using.
- Tell an adult you trust.

Sometimes inappropriate requests develop into more dangerous relationships. You may talk to older teens and adults you don’t know online when you’re doing something like playing a game, but they should never:
- Talk about dating you.
- Ask for revealing pictures of you.
- Ask to meet you offline.
Not everyone online has bad intentions, but you should still be careful when talking to people you don’t know. And even if the request doesn’t come from an adult, you shouldn’t meet offline. Watch this video to see how Keyan’s new online friend raises some red flags for his friends.

(Click to show video.)

Not only did Tracy ask to meet offline, she did things that made Keyan’s friends question her intentions. Some people may try to meet you offline by flattering you and pretending they care. This is called “grooming.” Don’t trust anyone who tries to:

- Send gifts through the mail, like bus tickets, cell phones or webcams.
- Turn you against your family and friends.
- Make you feel guilty or ashamed.
- Talk about adult things.
- Share or ask for revealing pictures.

Examples from the news

- A 12-year-old girl in OH began chatting with an older man on Kik. He asked her to send revealing pictures of herself using her cell phone. She sent the pictures and he was arrested.³
- A 14-year-old boy in MD met up with a man he had been chatting with online. He thought he was chatting with a 16-year-old. The boy called the police after their visit and the man was arrested.⁴
Take a look at this journal entry from a teen writing about someone they met online:

“Today he sent me a cell phone. Now we can talk all the time and my parents don’t have to know. He asked me to keep us a secret because my parents won’t understand.”

Can you see any signs that the teen is being groomed?

(Pause for audience response. If you need to prompt the audience, use the answers below.)

Grooming signs include:
- Getting a cell phone.
- Talking all the time.
- Keeping secrets from parents.
- Thinking parents won’t understand.

Suggested activity
Have students brainstorm with the person next to them three things they would say to a friend who was forming a relationship like this with someone online. What would they say to convince their friend it wasn’t a good idea?

If someone you met online is asking you to do things that make you uncomfortable or is trying to get you to meet in person, there are many things you can do. You should:
- Block them.
- Not accept them as a friend.
- Not agree to meet them offline.
- Tell a trusted adult.

It may be hard to tell an adult because:
- You’re afraid they won’t let you go online anymore.
- You may not think an adult can help.
- It may be awkward to tell them what’s been going on.
- You’re afraid they’ll blame you.
Even though it’s hard, it’s important to talk to an adult you trust, like your parent, another relative, a teacher or a counselor at school. Adults should not be talking to kids online and making them uncomfortable, but you have the power to stop them by telling someone.

Together with an adult you trust, visit CyberTipline.org to report anyone who:
- Sends you adult pictures or videos.
- Asks you to send pictures of yourself.
- Talks to you about adult things.
- Asks to meet you in person.

Reporting means you’re standing up for yourself and making sure these people don’t bother anyone else.

The next risk we’re going to talk about is probably something you’re already familiar with. Cyberbullying is exactly what it sounds like - the combination of bullying and technology.

Some examples of cyberbullying are:
- Sending mean text messages.
- Spreading rumors online.
- Creating fake profiles to make fun of someone.
- Recording and posting fight videos.
- Photoshopping pictures to make someone look bad.
- Trash talking someone in an online game.

Sometimes people cyberbully others because:
- They think it’s funny.
- They don’t like someone and want to hurt their feelings.
- They think someone is different and call them mean words, like “gay.” (Share this only if you judge the tweens to be mature enough to discuss it or if they have already mentioned it themselves.)
The good news is that most kids aren’t involved in cyberbullying, but it’s still a serious problem that everyone here needs to think about.

**Suggested activity**
Ask students to name some examples of cyberbullying they’ve seen. If they aren’t comfortable sharing, they can use fake names.

---

**Slide 27**

In this video, you’ll see how Lolo feels when she starts receiving mean text messages on her cell phone.

*(Click to show video.)*

---

**Slide 28**

*(Video plays.)*
Sometimes people don’t really understand just how much cyberbullying can hurt. Someone who is cyberbullied might:

- Feel sad and alone, like Lolo in the video.
- Try to avoid school so they don’t have to face their bullies.
- Think the bullying will get worse if they tell someone.
- Believe that no one can help.

(Share the following if you judge the tweens to be mature enough to discuss it or if they have already mentioned it themselves. If they have mentioned it, then they are curious and may have heard some incorrect information that you should dispel.)

You might have also heard some stories in the news about kids who have been cyberbullied and committed suicide. There are a few important things to remember about these cases:

- Most kids who are cyberbullied do not try to hurt themselves; these are extreme cases that have made the news, but they are not common.
- Kids who do hurt themselves are usually dealing with other problems, too, not just bullying.
- You never know what other problems someone has going on, so it’s important you don’t add to them by bullying.

(If your state has a local suicide hotline, you may want to share the contact information here. Or, you may want to share the National Suicide Prevention Lifeline, 1-800-273-8255.)

Examples from the news

- A Canadian teen named Amanda Todd committed suicide after she was cyberbullied, harassed online and bullied by her classmates starting in the seventh grade. She left behind a YouTube video telling her story.5
- Jessica Logan was 18 when she committed suicide. Her ex-boyfriend had emailed a revealing picture of her to a lot of people. Jessica was bullied in school and online.6
If you are being cyberbullied, here are some steps you can take:

- Don’t respond to the messages - That will only make it worse.
- Block the bully - Most websites and cell phone companies have options for blocking other users.
- Set up new accounts - Only give the new account information to people you trust.
- Make a report to the website where the bullying took place - Most websites have ways to report cyberbullies and will remove offensive posts.
- Tell an adult you trust - Adults don’t always have all the answers, but they really want to help!

Remember, if someone is being hurt, it’s never wrong to tell an adult. Adults can help by:

- Listening to you - Sometimes just talking about it can help.
- Saving evidence - They can help you figure out if you need to save the messages and who to report them to.
- Talking to the school - If you’re being bullied by a classmate, your teachers should know so they can help protect you during the school day.
- Setting up new accounts for you - You’ll especially need their help if you need to change your cell phone number.
Even if you haven’t been cyberbullied yourself, you might have seen it happening to other people. Ignoring it makes you a bystander - that means you stand by and watch while others are being hurt. Bystanders are sometimes afraid to speak up because:

- They think the bully might target them next.
- They don’t think adults can help.
- They don’t want to be seen as a tattletale.

If you see cyberbullying happening, you do have the power to stop it. Here are some ways you can help:

- Show support for the person being bullied - This might mean making an extra effort to be nice to them, sending them a friendly message or even just sitting with them at lunch.
- Refuse to join in the cyberbullying - Don’t just ignore it; make it clear you won’t participate because it’s wrong.
- Tell the cyberbully to stop, but only if you feel safe doing so - Bullies continue being mean when nobody acts to stop them, so make sure they know you don’t support what they’re doing.
- Report the cyberbullying to an adult - This could be your parent, a family member you trust or a teacher at school.

**Suggested activity**

Ask everyone to brainstorm three ways that they could offer help, rather than be a bystander.
You don’t have to be best friends with everyone. You might have different interests or personalities, but that doesn’t mean you have to be mean to them. Here are some ways you can avoid becoming a cyberbully yourself:

- Keep critical comments to yourself - It’s not OK to intentionally hurt someone.
- Don’t start or forward rumors - Even if you think you’re being funny, rumors can get out of control and be very hurtful.
- Don’t post anything meant to embarrass someone else - It’s not just your friends who can see something mean you’ve posted online; mean comments like that can travel fast and cause a lot of harm.

Remember that if you cyberbully someone, there are consequences:

- Your account can be deleted by a website if you break their rules.
- You can get in trouble at school if you are cyberbullying a classmate. Some kids have been suspended or kicked off of school sports teams for cyberbullying.
- You might have to talk to the police if someone reports the cyberbullying to them. Some kids have even been charged with crimes for harassing others online.

**Examples from the news**

- More than 20 middle school students in WA were suspended for joining a club on Facebook targeting another student.⁷
- 5 NC teens were arrested for cyberbullying. They had to complete a class educating them about cyberbullying, and they were banned from using social media for a year.⁸
- 3 IN middle school students were expelled for cyberbullying on Facebook. They had posted messages describing how they would kill other students and a teacher, but claimed it was all a joke.⁹
Cyberbullying is not a problem that we can just ignore. It’s a serious issue and everyone needs to work together to make it stop:

- Take steps to protect yourself if it happens to you.
- Speak up if you see it happening to someone else.
- Above all, be kind to one another.

**Suggested activity**
If you are presenting at a school that has its own cyberbullying/bullying policy, review the policy with students so they understand what is expected of them.

Today we talked about many different ways you can be safer online. Here are some of the most important tips to remember:

- Be careful who you talk to online - Adults you don’t know should not be contacting you.
- Think before you post personal information or something that could be inappropriate - You might regret it later.
- Don’t be a cyberbully - Even if you don’t like someone, it’s never OK to be mean.
- Tell an adult when you need help - Even if you just need someone to talk to, adults can help!

Most kids already avoid the risks we talked about and are responsible about what they do online:

- They don’t meet with people they met online.
- They don’t post inappropriate information or pictures.
- They don’t cyberbully others.

Even though you’re probably already doing these things, your parents and teachers still worry because they hear a lot of stories on the news about what can go wrong. Show them you know what you’re doing! They’ll feel confident that you’re being responsible online and you’ll feel confident turning to them when you need help.
To help you remember what we learned today, check out the videos and games on NSTeens.org.

Thank you.
Mac troubleshooting FAQs

Q: Why are the videos not playing for me?
A: To play the presentations, you need to have PowerPoint 2008 or above. If you are using Keynote or an earlier version of PowerPoint, the presentation will not play properly.

Q: Why did the video stop playing?
A: You may have pressed the pause button or clicked the mouse. Click the pause button or the mouse again and the video will resume.

Q: Why did the screen go black after the video segment?
A: It is normal for the screen to fade to black after the video plays. Advance to the next slide by clicking the mouse or pressing the right arrow key on your keyboard.

Q: Why is there no image on the screen even though I have connected to the projector?
A: You may need to use a keyboard command to tell the laptop that something is connected to its external output port. Look for a symbol of a monitor on your function keys. For instance, on some laptops, the command is “Function key + F4.”

Q: I don’t have PowerPoint 2008 or above on my Mac. Will I still be able to play the presentation?
A: You must have PowerPoint installed on your Mac in order to edit the presentation. If you do not wish to edit the presentation, you can download the “Play Only” version, which will allow you to play the presentation on any machine.

Q: How may I share the presentation files with others?
A: To share the presentation, you just need to save any changes you made to the PowerPoint file and share the file with others. Please note, they will need to have PowerPoint 2008 or above for the presentation to play properly.

Remember, all NetSmartz presentations may be downloaded for free from www.NetSmartz.org.

If your question has not been answered, please email netsmartz_tech@ncmec.org.
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